
ISMS 基本方針 

私たちは、ドキュメントサービス事業を通じて、お客様の情報管理運用活動に関わっている。そしてまた 

UMK グループの一員として CSR を基本とし、その中の重要な位置として ISMS を位置づける。当社に存在するすべて

の情報資産を重要な経営資源として認識しており、この資産をさまざまなセキュリティ上の脅威から適切に保護し、

且つ当社およびお客様に関する資産の機密性、完全性、可用性を確保するための ISMS 基本方針を定める。そしてこ

れに基づき当社の従業員が、セキュリティ対策の実践を通して、健全な情報化社会の実現を目指します。 

1 . 当社のすべての事業活動に関わる資産を保護対象とし、それぞれに適切な安全対策を実施します。 

2 . リスクアセスメントにおいては、お客様からお預かりした情報資産を最重要と考え、その漏えい、盜難、紛失

などのリスクにおける機密性を考慮します。又、お客様の情報管理運営におけるシステムの停止および誤動作は、

当社業務において重大な影響を及ぼすため、その完全生、可用性を考慮します。そして当社 の業務に関わる者す

べてが、情報漏洩などの事件・事故が起こらないよう、基本方針及び運用手順を熟知、遵守し情報セキュリティ

の向上を目指すことを目標とします。そして情報セキュリティマネジメントシステムの継続的改善を図ります。 

3 .情報セキュリティポリシー及びこれに関する法令および規制、さらに個人情報や、契約上の義務および要 求事

項を遵守します。 

4 .情報セキュリティの教育・訓練をすべての従業員に対して定期的に行い、セキュリティに対する意識を高めま

す。そして全社員がISMSで定められた規制を遵守し、これに違反した場合は、就業規則に照らして、処分の対象

とします。 

5 . お客様を重視する基準を確立し、継続的を図るために、情報セキュリティに関する審議機関として情報セキュ

リティ委員会、諸施策の実施責任者として情報セキュリティ管理責任者、および監査機関として内部 監査チーム

を設け、情報セキュリティに対する役割および責任を明確にします。 
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